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SERVICES



DELIVERY VIA RDP

The US Department of Homeland Security released
a public service announcement alerting of 
increasing RDP attacks.

Threats include mostly ransomware but RDP access
can also be sold in the dark web.



RANSOMWARE ATTACKS



CYBER 
ESPIONAGE



Subtle & Silent

Strong foothold

Defense evasive techniques

Non-invasive exfiltration

ADVANCED 
PERSISTENT THREATS



MOTIVES

APT10

• IP theft

• Espionage

Lazarus (APT38)

• Financial gain

• Espionage

APT33

• Sabotage

• Espionage








